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R 2363 PUPIL USE OF PERSONAL ELECTRONIC DEVICES

The following guidelines are in effect with respect to learner access to the Ridgewood Public Schools
filtered, unsecured “Personal Electronic Devices” or Guest Network:

1.  The extent to which pupils are allowed to use personal electronic devices (PEDSs) in class is up to
the discretion of the individual teachers. However, teachers are encouraged to incorporate
appropriate use of PEDs into the classroom to facilitate 21% century learning.

no

PEDs include, but are not limited to: laptop computers, net books, iPads or other tablet computers,
iPods and cell and/or smart phones with relevant apps and/or data plans.

3. No technical support is provided for PEDs at school.

4.  PEDs are not to be used for inter-learner communication (email, texting or telephoning) at any
time, unless authorized by a teacher. Students may not use the camera features of PEDs without
the consent of a staff member and the person being photographed or videotaped.

5.  PEDs are not to be used during testing without the express consent of the teacher.

6. All PEDs are brought to school at the user’s own risk. Ridgewood Public Schools and/or district
staff members are not responsible for theft, loss, or damage to PEDs.

7. Use of PEDs for unauthorized gaming or commercial activity is prohibited.

8. Teachers and administrators may bar an individual learner from using PEDs as deemed necessary.
9.  PEDs are subject to all provisions in the district’s Acceptable Use Agreement.

10. Shared use of PEDs as a wireless hotspot is prohibited.

11. PEDs may be confiscated at any time if these guidelines are not followed. Return of the device is
contingent on the outcome of a meeting with the parents of the involved student(s).

Adopted: 10 September 2012
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